
 
 
  

   Emerging cybersecurity threats and vulnerabilities management on digital
infrastructures  

   

  
  
  
  
  
  
  
Registration

  
  

Start date of registration

20 Jan 2025

 -  
  

End date of registration

19 Oct 2025

  
Event dates

  
  

Start date

10 Nov 2025

 -  
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End date

21 Nov 2025

  
Location

Global or multi-regional

  
Training topics

Training topics

Cybersecurity

  
Training type

Training modality

Online instructor led

  
Languages

Languages

English

  
Tutors
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Paulinus Okechukwu UGWOKE
Jedidiah Ogwumike
Chukwuemeka Ejiofor
Abubakar Abdulsalam
Ayodeji Idris

  
Coordinators

Paulinus Okechukwu UGWOKE
Ghazi Mabrouk
Angel Draev

  
Event email contact

Event mail contact

pougwoke@dbi.edu.ng

  
  
  

Price

$0.00
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Event organizer(s)

  
  
  

  
  

Supported by

  
  
  

  

Description

This course aims to equip professionals with in-depth knowledge and practical skills to manage
emerging threats and vulnerabilities in digital infrastructures. The curriculum explores governance
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and covers policy development, ethical standards and regulatory frameworks in cybersecurity to
ensure organizations’ compliance with the latest threats, risk assessment methodologies, and
security best practices. In addition, participants will also learn to create a risk management plan and
learn about post-incident activities such as forensic investigations, recovery methods, incident
response planning which by the end of the course, will prepare the participants to take part in a wide
range of threat management and incident response activities as cybersecurity operators. 

With the generous support of the Global Gateway initiative of the European Union, this course is
offered for free for selected participants.

   

  

Registration information

  
  
    Document on registration information (English)  

Unless specified otherwise, all ITU Academy training courses are open to all interested professionals,
irrespective of their race, ethnicity, age, gender, religion, economic status and other diverse
backgrounds. We strongly encourage registrations from female participants, and participants from
developing countries. This includes least developed countries, small island developing states and
landlocked developing countries.

  

Related documentation and links

  Share in   

Powered by TCPDF (www.tcpdf.org)

                               5 / 5

/print/pdf/node/3650?language=EN
http://www.tcpdf.org

