
 
 
  

   Implementation of UN Cyber Norms with a focus on the protection of
Critical Infrastructure and Incident Response Teams  

   

  
  
  
  
  
  
  
Registration

  
  

Start date of registration

05 Sep 2022

 -  
  

End date of registration

25 Oct 2022

  
Event dates

  
  

Start date

26 Oct 2022

 -  
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End date

28 Oct 2022

  
Location

Africa

  
Training topics

Training topics

Cybersecurity

  
Training type

Training modality

Online instructor led

  
Languages

Languages

English

  
Event organizer
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Event organizer

ITU

  
Tutors

Manish Lobin
Kaleem Ahmed USMANI
Selvana Naiken Gopalla
Jennita Rao Appanah Appayya

  
Coordinators

Emmanuel NIYIKORA

  
Event email contact

Event mail contact

emmanuel.niyikora@itu.int

  
  
  

Price

$0.00
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Description

Global digital growth is continuing to fundamentally transform the lives of people, businesses and
institutions, bringing people out of poverty, increasing wider prosperity, welfare and enabling new
ways for governments and citizens to engage with each other. It is also creating a more connected
world and supporting globalisation with greater access to free markets, democratic systems,
prosperity and innovation. But as we become more reliant on cyberspace, malicious cyber activity
has grown in intensity, complexity and severity over recent years, with rising incidents of cybercrime
targeting critical national infrastructure, democratic institutions, business and media. There is too
much at risk to allow cyberspace to become a lawless world and there is a need to setup rules and
procedures to understand how international law applies to state behaviour in cyberspace just as it
does to activities in other domains. The approved norms as part of the UN framework of responsible
state behaviour in cyberspace, is a way to help develop those rules which will guide states to protect
their ICT infrastructure better and engage with the others to combat cybercrime effectively in a form
which is known as cyber diplomacy.

   

  

Registration information

  
  
    Document on registration information (English)  

Unless specified otherwise, all ITU Academy training courses are open to all interested professionals,
irrespective of their race, ethnicity, age, gender, religion, economic status and other diverse
backgrounds. We strongly encourage registrations from female participants, and participants from
developing countries. This includes least developed countries, small island developing states and
landlocked developing countries.
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Related documentation and links

TRAINING COURSE OUTLINE211.79 KB
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