
 
     

   

Registration information

Cybersecurity Foundations
  

Organized by:

   

   

Training details

Modality: Online instructor led
Dates:  19 Jan 2022 - 20 Jan 2022
Training fees:  $0.00
Language:  English
Application deadline:  12 Jan 2022
Training code: 22OI28030ARB-E
Contact:  t-aalmargan@nauss.edu.sa

Training description 

To understand the principles of cybersecurity and to perform practical skills in simulating a phishing
attack. LEARNING OUTCOMES â¢ Knowledge of the main elements of cybersecurity and describe
their importance. â¢ Knowledge of the trends of cyber-attacks and differentiate between the types of
these cyberattacks. â¢ Knowledge of differentiating between threat, vulnerability and risk in
cybersecurity domain. â¢ Skills to conduct of Demonstrate the practical steps of cyber-attacks
simulation. â¢ Skills in Perform the steps of vulnerabilities scanning â¢ Skills in using virtual machine
and simulating cyberattacks.

For more information about the training objectives, target population, entry requirements,
methodology, evaluation and content, consult the page here.

  How to apply 

In order to register for the training, applicants should:

mailto: t-aalmargan@nauss.edu.sa
https://academy.itu.int/training-courses/full-catalogue/cybersecurity-foundations-0


1. Create an ITU Academy account here
2. Apply for the course here
3. The selection of participants for the course will be made by the course coordinators, based on

the course's entry requirements, selection criteria and available number of seats. If selected,
you will receive a notification by email.

  

The ITU Academy is the International Telecommunication Union
leading platform for capacity development initiatives.

International Telecommunication Union
Place des Nations, 1211 Geneva 20
Switzerland
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